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Abstract. Background: e-Health readiness has been described as the preparedness of healthcare institutions, communities, or individuals for the anticipated change brought by programmes related to ICT use. Assessment of e-health readiness prior to the implementation of e-health innovations can therefore facilitate the process of change for individuals and organisations to adopt e-health programmes and avoid disappointment. The literature shows that although many e-health readiness assessment frameworks and tools exist, none meet all the requirements for e-health readiness assessment in developing countries. The aim of this study was to develop an e-health readiness assessment framework applicable to developing countries.

Methods: A three-step process gleaned from the e-health literature (literature review / material collection; analysis / content analysis; consolidation / conceptual framework synthesis), together with iterative and reflective processes based on prior research undertaken by this group, guided framework conceptualisation and design.

Results: An evidence-based framework was developed that: incorporates the need to assess readiness for each e-health component separately; identifies government’s central role in engaging all relevant stakeholders; and the need to assess the adequacy of a country’s infrastructure and infostructure prior to e-health planning and possible implementation. Also addressed by the framework is a need for an e-health readiness assessment to be undertaken using separate tools for technical and non-technical individuals. A country’s e-Readiness is highlighted as an important indicator for e-health readiness.

Conclusions: The intent of the final framework is to inform and assist policy and decision makers, and facilitate future successful implementation of e-health initiatives in the developing world.
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1. Introduction

e-Health has been defined as the use of information and communication technologies (ICT) in support of health and health related fields, including healthcare services; health surveillance; health literature; health education, knowledge and research [1]. e-health has
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been an area of priority for the World Health Organization since 2005 and has been suggested to comprise of four elements: e-commerce (business), e-learning (training – awareness, teaching, instruction, and education), health informatics (data gathering, storage, analysis, and distribution), and telehealth, including telemedicine (either interactive real-time or store and forward activity) [2].

Implementation of e-health innovations continues to grow and mature in both the developed and developing world [2-4]. Developing countries face health challenges that could be ameliorated by e-health implementation, including a shortage of healthcare resources [5] and challenges with healthcare quality, accessibility and affordability [6]. Despite benefits associated with e-health, implementation failures unrelated to the e-health technology used have also been reported [2, 7]. A majority of these failures might actually be related to a lack of e-health readiness.

E-health readiness has been described as the preparedness of healthcare institutions, communities, or individuals for the anticipated change brought by programmes related to ICT use [8]. Assessment of e-health readiness prior to implementation of e-health innovations can therefore facilitate the process of change for individuals and organisations to adopt e-health programmes and avoid disappointment [9]. E-health readiness assessment has been considered crucial to the successful adoption and sustainability of e-health implementations for the last two decades [10-12]. Indeed, the importance of readiness has been documented and described in various developing country settings and for various uses as both key to successful e-health implementation and as a factor in failed implementations [11-15]. It can be assumed that successful implementation of e-health cannot be achieved without the readiness of the broad spectrum of stakeholders and users (providers, patients, public, politicians, public servants, managers and industry). A recent study noted that even though many e-health readiness assessment frameworks (eHRAFs) exist in the literature, none was entirely suitable for assessing e-health readiness in the context of developing countries [7]. Limitations included: some of the frameworks assumed an adequate pre-existing ICT infrastructure, awareness of planned e-health interventions by respondents, the presence of available Internet connectivity, a healthcare sector with established e-health services, or the presence of sustained government will and support, and finally no framework assessed Internet awareness or all eight common readiness areas [7,8,16]. Given the ubiquity and importance of e-health for developing countries, a suitable eHRAF relevant to their needs is required.

This study is founded on a structured review of the literature on existing e-health readiness assessment frameworks and interviews with local in-country experts already conducted by this group. The structured review evaluated suitability of existing e-health readiness assessment frameworks for use in developing countries [7]. Eight e-health readiness assessment types were identified and defined, organisational readiness, technological-infrastructural readiness, government readiness, societal readiness, healthcare provider readiness, engagement readiness, core readiness and public-patient readiness (Table 1). The frameworks identified varied in underlying assumptions and perspectives, lacked any unifying theory, and often failed to address government readiness, societal readiness, and cultural readiness, and highlighted the need for separate assessment of each e-health component and user segment [7]. Interviews with purposively selected relevant experts in Botswana elucidated additional factors to be considered when assessing e-health readiness in the context of developing countries. Thematic analysis of the interviews identified four major e-health readiness themes: stakeholder issues, resources, access, and governance (national and institutional) [17].
Building upon prior research, this study designs and creates a conceptual framework for a developing country-specific e-health readiness assessment. A conceptual framework is a diagram that summarises a complex setting or system in a way that researchers believe can best illustrate key evidence-based factors and explain relationships between these factors. The goal is to facilitate an understanding of a complex setting in a simplified and accessible fashion.

The aim of this paper is to describe development of an eHRAF that will inform policy- and decision-makers and facilitate future successful implementation of e-health initiatives in the developing world.

Table 1. Definitions of e-Health readiness assessment types obtained from literature review [7].

<table>
<thead>
<tr>
<th>e-Health readiness assessment type</th>
<th>Definition</th>
</tr>
</thead>
<tbody>
<tr>
<td>Organizational readiness</td>
<td>Gauges the extent to which the institutional setting and culture supports and promotes awareness, implementation, and use of e-health innovations (e.g., presence of relevant policies; senior management support).</td>
</tr>
<tr>
<td>Technological/Infrastructural readiness</td>
<td>Gauges the availability and affordability of ICT resources necessary to implement a proposed e-health innovation (e.g., skilled human resources, ICT support, quality ICT infrastructure, and power supply).</td>
</tr>
<tr>
<td>Healthcare provider readiness</td>
<td>Gauges the influence of a healthcare provider’s personal experience; primarily their perception and receptiveness towards the use of e-health technology.</td>
</tr>
<tr>
<td>Engagement readiness</td>
<td>Gauges the extent to which members of a community are exposed to the concept of e-health and are actively debating its perceived benefits as well as negative impacts. It also involves gauging the willingness of members of a community to accept training on e-health.</td>
</tr>
<tr>
<td>Societal readiness</td>
<td>Gauges the degree of ‘interaction’ associated with a healthcare institution. Interaction is described by three parameters; interaction among members of a healthcare institution, interaction of a healthcare institution with other healthcare institutions, and interaction of a healthcare institution with its local communities.</td>
</tr>
<tr>
<td>Core readiness</td>
<td>Gauges the extent to which members of a community are dissatisfied with the current status of their healthcare service provision, see e-health as a solution, and express their need and preparedness for e-health services.</td>
</tr>
<tr>
<td>Government readiness</td>
<td>Gauges the extent to which a country’s Government and politicians support and promote awareness, implementation, and use of e-health innovations (e.g., presence of relevant policies, and funding).</td>
</tr>
<tr>
<td>Public/Patient readiness</td>
<td>Gauges the extent to which members of the public and patients are aware of, and can afford and access, e-health services. It also involves gauging the influence of their personal experiences on their perception and receptiveness towards the use of e-health technology.</td>
</tr>
</tbody>
</table>

2. Methods

Although ‘conceptual frameworks’ can readily be found in the literature, there is very little specific guidance for a process by which to design and develop a conceptual framework for application to e-health. Some fundamental steps were identified from the literature. These were: ‘literature review, analysis, and consolidation’ [18], or ‘material
collection, content analysis, and conceptual framework synthesis’ [19]. In the absence of a standardised method for conceptual framework development, a similar three step approach was used, namely: ‘literature review / material collection’, ‘analysis / content analysis’, and ‘consolidation / conceptual framework synthesis’.

To ensure development of an evidence-based conceptual framework, the findings from two prior studies (a literature review [7], and consultation process with e-health experts in Botswana [17]) were used as the evidence-base. Together, these studies satisfied the first two steps of the approach: literature review / material collection, followed by analysis / content analysis.

Thereafter a ‘consolidation / conceptual framework synthesis’ step was undertaken. The initial consolidation process involved the authors identifying all key elements relevant to and essential for inclusion in an eHRAF for developing countries. Identification of these key elements was guided by prior work which had 1) provided agreed definitions of terms relating to e-health readiness, and 2) grouped various aspects or facets that impact e-health readiness into distinct dimensions [7, 17]. Using an inductive iterative approach, this collective knowledge was conceptualised and processed into preliminary designs to build a framework that illustrated relationships between the identified key elements and their role in determining e-health readiness.

The inductive, iterative and reflective processes guiding framework design ceased when the underlying principles of the framework appeared plausible, and the framework was considered sufficiently robust that it could be used to guide e-health implementation through understanding how to effect change and bring about improved e-health readiness. Thereafter, the proposed framework was assessed by the authors to determine if it ‘fitted’ the desired purpose. This assessment involved the authors reflecting on their previous work, as well as their experience of past settings as cases, and gauging if the framework was practical and understandable, and revising it by removing or adding any element considered redundant or missing.

3. Results

The proposed e-health readiness assessment framework (eHRAF) for developing countries is presented in Figure 1. The framework first illustrates the overarching role of e-readiness of a setting which will inevitably impact e-health readiness. The framework then highlights separate and distinct assessment of e-health readiness for each component of e-health (health informatics, telehealth, e-commerce, and technology enabled learning), and the need for separate e-health readiness assessment tools for each component and for technical and non-technical individuals (e.g., ICT staff versus clinicians and managers). Two aspects are then identified as essential factors in determining an e-health ready setting, both of which require specific assessment at different points in time. First, the presence of stakeholder engagement, ideally addressed early in the process, i.e., from inception.
Figure 1. e-Health readiness assessment framework (eHRAF) for developing countries.
Second, the presence of relevant e-health infrastructure and infrastructure, ideally addressed later in the process once specific e-health solutions have been identified.

Within the framework, government is at the core of stakeholder engagement (Figure 1). Illustrated categories of relevant and essential stakeholders to be engaged are: the private sector, community leaders, international partners, as well as non-governmental organisations (NGOs), humanitarian organisations, and faith-based groups. The need for development of a comprehensive and informed national e-health strategy as a prerequisite to e-health readiness is shown.

4. Discussion

While developed specifically for application in the context of developing countries, the proposed conceptual framework also attempts to unify those existing e-health readiness assessment frameworks gathered from a prior literature review. The framework presented in this paper provides insight regarding how multiple factors interact to influence the e-health readiness of a given setting, and how this knowledge helps identify specific actions and interventions that help lead to successful e-health implementation, in the developing country context. Each country will need to fine tune the framework when applying it, based on local circumstances.

Shuvo et al. identified a number of important issues relevant to implementation, as well as scale-up and sustainability, for e-health initiatives in low- and middle-income countries [20]. These issues, although termed slightly differently, were also identified within the framework presented here. However, the framework presented here is more comprehensive (addressing all eight common readiness areas, [7]), and deals with an expanded content at a higher level and in a more programmatic fashion.

Emphasised in the current framework is the use of stakeholder specific assessment tools to avoid challenges, like those experienced in a previous study in a different developing world setting where a generic e-health readiness assessment tool was used. Study participants failed to respond to some questions because they were unfamiliar with specific matters raised, or because they felt they did not have the (political) authority to answer the questions [16]. This illustrates that the use of a single generic tool for e-health readiness assessment within any framework has the potential to negatively affect the validity of such an assessment. Indeed, the same sentiment was expressed by Khoja et al. who in their study developed separate e-health readiness assessment tools for managers and healthcare providers, so that e-health readiness could be determined from both perspectives [8].

E-Health consists of various components including health informatics, telehealth, e-commerce, as well as technology enabled learning [2]. As previously discussed, to assess e-health readiness comprehensively the various components must all be taken into consideration [7]. Furthermore, readiness for one component does not necessarily translate to an overall e-health readiness, or readiness for any other specific component.

E-Readiness, of which e-health readiness is just one aspect, has been defined as a measure of the quality of a country’s ICT infrastructure and the ability of its consumers, businesses and governments to use ICT to their benefit [21]. When assessing e-readiness for Estonia, the PRAXIS Centre for Policy Studies used the following indicators: network access, networked society, networked education, and networked economy [22]. As such, the degree of e-readiness of a country has a direct influence on its e-health readiness.
In developing countries e-health is largely funded, directly or indirectly, by external donors and government, as opposed to private enterprise, which is somewhat different to many developed countries. Thus, foreign NGOs, faith-based groups, and multinational institutions have been involved in the funding of e-health projects in many developing countries, including India, Uganda, Rwanda, Zambia, Ethiopia and Tanzania [23, 24]. The role of the private sector in the development of better health systems and the improvement of healthcare has also been documented, creating a need for the private sector to be more engaged in the process of focused and ‘evidence-based health need’ e-health implementation [2]. Medical aid providers, mobile network operators, the TelCom industry in general, technology developers, the financial industry, as well as private healthcare providers, are some of the private sector candidates whose engagement can result in provision of e-health friendly solutions, thus contributing to e-health readiness.

The framework also illustrates the central role that government needs to play in ensuring e-health readiness [25]. This involves engaging all relevant stakeholders, including potential funders. Barkman and Weinehall [26] have emphasised the need for such a central role to be played by the government, noting that political responsibility lies in creating optimal conditions for m-health implementation, in terms of both infrastructure and regulatory framework. Beebeejaun and Chittoo [27] have documented the important role of government policies in maximizing the probability of success in implementing information systems. Similarly, Bloom et al. emphasised the importance of government to protect the interests of the ‘poor and politically weak’ and to ‘engage actively in the innovation process’ as a new health knowledge economy was shaped [28]. A study by Abel and Obeten [23], concluded that lack of political will was one of the reasons why foreign NGOs and multinational institutions were not as eager to fund e-health projects in Nigeria as they did in other developing countries. A report on assessment of e-health projects and initiatives in Africa noted that e-health projects funded by external donor agencies ceased when the donor funding was exhausted [29]. As such in ensuring sustainable implementation of e-health projects and hence e-health readiness, a government need not depend on external funding alone for its e-health projects but also on itself. Insufficient government funding in adopting e-health solutions has been documented as one of the contributing factors to failed implementations [30].

The importance of stakeholder engagement when implementing e-health initiatives has been appreciated for some time [31-33]. It is generally considered a change management issue and to entail communication approaches to provide rational business reasons and to manage the less rational emotional reactions to the change [34]. Of primary importance, although seldom achieved, is the engagement of all relevant stakeholders at the outset of e-health implementation, which results in coordinated efforts and promotes awareness and e-health readiness through stakeholder buy-in.

In most communities in developing countries, especially in Africa, there exists a social structure headed by community leaders who could be chiefs or councillors. Involvement of such community leaders during the engagement process ensures that any public concerns and expectations with regards to e-health are considered hence promoting engagement readiness, public/patient readiness, core readiness and - to some extent - healthcare provider readiness and societal readiness [7].

The framework also illustrates that the efforts from such engagements need to inform the process of national e-health strategy development. A national e-health strategy, and its development process, is core to e-health readiness as it provides guidance for implementation. This guidance includes recognition of relevant
infrastructure as well as providing a conducive e-health infostructure. Infostructure, a term used in many disciplines [35] is inconsistently defined, and must be differentiated from the accepted term infrastructure (e.g., transportation, power supplies). Adapting the work of Latif et al. [35] in the realm of e-health, infostructure can be considered the soft elements that support infrastructure, and includes elements of human resources, organisational and administrative structures, policies, regulations and incentives.

The importance of a national e-health strategy in strengthening e-health implementation is also emphasised in the national e-health strategy toolkit of the World Health Organization (WHO) and International Telecommunication Union as well as by other authors [33, 36, 37]. Indeed, strategy has been stated to be the driving force that places countries in charge of their own e-health destiny [34]. Thematic analysis of expert interviews (Table 2) highlighted the four themes of governance, resources, access, and stakeholder issues as areas necessary to be considered during development of a national e-health strategy and towards achieving e-health readiness.

The framework’s primary strength is that it has been intentionally designed to address the needs of developing countries. It is also more comprehensive than other published frameworks which only directly address, at most, four of the eight readiness areas identified in prior research [7]. In addition, the study is evidence-based being formulated from the literature and expert opinion. A potential weakness is the restriction of experts to one country, since experts from differing countries may have differing opinions about the relevance or emphasis of constructs. The effectiveness and value of the current framework must be empirically demonstrated.

Table 2. e-Health readiness themes and subthemes from expert interviews [17]

<table>
<thead>
<tr>
<th>Governance</th>
<th>Stakeholder issues</th>
<th>Resources</th>
<th>Access</th>
</tr>
</thead>
<tbody>
<tr>
<td>Institutional Governance</td>
<td>- Policies - Regulations - Interoperability - Data stewardship - Security for e-health resources</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
5. Conclusion

The e-health readiness assessment framework (eHRAF) presented is evidence-based, being developed using inputs gained from prior developing country research. This includes a structured review of the literature, a critical analysis of existing eHRAFs, and expert opinion regarding essential readiness themes. These inputs were then used to create and assess a new framework that identifies essential dimensions of readiness and how their relationships and points of intersection can be used to influence readiness-related activities and interventions. The output is a framework whose understanding, and use will inform policy- and decision-makers, and facilitate future successful implementation of e-health initiatives in the developing world.
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