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Abstract. The software size estimation is the basic and essential 

process in the Software Development Life Cycle (SDLC) for 

budgeting, developing and delivering in the scheduled manner. 

The modern computer software like Artificial Intelligence (AI), 

Machine Learning (ML), Internet of Things (IoT) and Data 

Analytics are highly dynamic, distributed and parallel processing. 

To identify the size of this versatile environment is highly difficult 

and risk based. A small fault may cause negative consequences 

and also suspension of the project. This article gives a study on the 

functional, social, economic, political, organizational and 

nonfunctional risks associated to the parallel computing 

applications. 
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1. Introduction 

The modern software system is highly dynamic, self-learned and motivated from 

environment, ability to do automatic decision making and fault tolerance, capable to 

process a huge amount of data for making single decision, manipulating and testing 

complex calculations and algorithms, to work with multiple output for single problem, 

to make fuzzy based decisions, highly influenced with socio, economic and political 

behavior of the society, highly distributed and parallel processed, based on complex 

and  variable architecture, vast storage and cluster based, and so on. 

To develop or measure the size of this versatile software environment is highly 

difficult compare with the traditional software environment. An existing single method 

or the current metrices are not sufficient for identifying the actual size of the modern 

software system.  
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To quantify the size of the software at the beginning of SDLC is highly essential 

for identifying cost, time and effort for the software development.The size of the 

software is playing crucial role for deriving cost, time and effort of the software 

development process. 

2. Software Risk Management 

Software risk management is the process of identifying and cleaning adverse effects 

present in the software development process. The rate of change of adverse effect of 

the risk may be from negligible to kill the entire process. To identify the risks and 

analyze the best treatment methods for that risk. The measure of the probability of 

severity of adverse effect is risk. Financial risks, Health risks, Environmental and 

ecological risks, and Security risks are the different types of risks existing in 

the software industry. 

Risk Process 

The risk processes are, Identify the risk., Analyze its implications., Determine 

treatment methods, and Monitor performance of treatment methods. 

Software Risk Management 

The process of identifying, addressing and eliminating risks in a software development 

process is software risk management. It is necessary that some form of measurement is 

undertaken to determine and classify the range of risks a software development project 

faces and to identify areas where significant exposure exists. 

Software Risk Management Steps and Techniques 

 

The  steps of Software risk management are shown in Figure 1. 

 
Figure 1. SRM Steps 
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3. Risks Associated to Parallel Computing System’s Size Estimation  

The risks of the modern software system are classified into two broad categories. They 

are, i. Functional Risks ii. Social Risks  

 

3.1 Functional Risks  

The functional risks of size estimation are based on the ambiguity present in the 

identification of functional units.  

The Versatile Behaviour of Modern Software  

The modern software is versatile using distinct programming languages, operating 

systems, file formats, topologies, SDLC and application tools. The functional unit of 

one software may differ from other software. It may lead to confusions in identifying 

functional units.  

The Variable Behaviour of Functional Units  

In the same software, the same functional unit will behave differently in different 

modules. It also increases the difficulties for identifying functional units of modern 

software systems.  

Difficult to Rank Function Points  

Ranking of function points is differing from organisation to organisation. So, it 

increases the confusions in estimating the size of modern software systems.  

Insufficient CAF  

The existing IFPUG Function Point size estimation technique uses only fourteen CAF. 

It is not competent for sizing modern software systems. 

Dynamic Function Points  

The dynamic behaviour of function points generates difficulties in the size estimation 

of modern software systems.  

3.2 Social Risks  

The social risks of size estimation and project management mainly depends on 

industrial policies, socio-economic policies, political system, and universal standards of 

the client, developer and domain.  

Economic and Financial Risks  

The economic and financial status of the institutions also affects the development of 

software in its estimated period of time as the fund flow is essential for managing the 

needs of software development process.  
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Social and Environmental Risks  

The social issues in the society like employees, institutional policies, working hours 

and ecological policies also affects the development of software. It creates major 

impact on size estimation.  

Security Risks  

The secured transfer and storing of information is highly essential till the life time of 

software system. So, efficient algorithms must be developed for those issues.  

National Policies  

The national policies of the client and developer may also affect the development 

process of the software system.  

Universal Standards  

The universal standards of software development, employees and organizational 

standards also affect the growth of software development process.  

4.  Findings in FPA  

The traditional function point estimation techniques were using only five functional 

units and fourteen CAF (discussed in 3.4.3). These are not sufficient for estimating the 

size of modern software system. The following are the new functional units and CAF 

for attaining the accurate sizing of modern software to an extent.  

Internal Input  

It is an important essential functional unit for modern software. For example,  

void main()  

{  

const float pi = 

3.14;  

int r = 10;  

float k;  

k=pi * r * r;  

printf (“Area = 

%f”, k);  

}  

In the above function, the internal direct assignments (eg. variable r) and constants (eg. 

pi) are the examples for internal input. In the traditional FPA, the internal input is not 

considered as functional units. Therefore, it will reduce the size of the software product 

in FPA.  

Internal Operations  

The internal operations are not considered in the traditional FPA estimation. For 

example,  

void main()  

{  

int i,j,k,l;  

printf(“Enter 

the value of a 

and b”);  

scanf(“%d%d”

, &i,&j);  

k=i+j;  

l=k-i;  

printf(“Value 

of l=%d”,l);  

}  
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In the above example, variables ‘i’ and ‘j‘ are EI, variable ‘l’ is EO, but the internal 

operation ‘k=i+j’ is not considered as functional unit. The internal operations are 

playing very important role in scientific and AI software programs. To increase the 

accuracy of modern software size estimation, internal operations also can be considered 

as a functional unit for FPA size estimation process.  

Indexed Data  

The arrays and lists are very essential data variables for modern software. But all the 

indexed values are not getting importance. The indexed data variables also considered 

as the single valued variables. For example, in the existing FPA estimation ‘int a[10]’ 

will be getting equal weightage as that of ‘int a’. It reduces the effort level of developer 

at the time of estimation.  

Multiple Forms of Output  

Nowadays, the modern software are capable to create many forms of outputs like data 

report, crystal report, excel formats, GUI formats, database reports, etc. But the existing 

FPA methods are considering only one format of output. The exclusion of different 

forms of output affects the size of the software system. Therefore, the time and cost 

constraints are not accurate in the estimation.  

Insufficient Metric Values  

The size of the functions and the data handling with the functions are increasing by 

time. The existing metric values (low, average and high) are not sufficient. Hence, we 

have to add one more very high metric value.  

Database and Text Files  

The database and text files were not considered in the existing function point methods. 

The current technologies like machine learning, data mining, data analytics and big 

data are using a large amount of historical and primary data. The neglecting of database 

and text affects the actual effort level of the software system.  

Multi-valued Function Points  

A variable will act as one functional unit in one function and the same variable will act 

as another functional unit in another function is known as Multi-valued Function Points 

(MVFP). For example,  

void get(void);  

void add (int, 

int);  

int a,b;  

void main()  

{  

get();  

add(a,b);  

}  

void get()  

{  

a=10;  

b=20;  

}  

void add(int a, 

int b)  

{  

int c= a+b;  

}  

In the above example, the variables ‘a’ and ‘b’ are as internal inputs in function get() 

and as EI in function add(). Similarly, ILF of one function becomes EIF of another 

function and EQ of one function is EI of another function. The importance of MVFP is 

not considered in FPA method.  
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Dependent Function Points (DFP)  

Some functional units are identified based on some other functional units. The choice 

based functional segments are example for DFP. For example,  

void main()  

{  

int a, b, big, 

small;  

printf (“Enter a 

and b values”);  

scanf(“%d 

%d”, &a, &b);  

if (a > b)  

{  

big = a;  

small = b;  

}  

else  

{  

big = b;  

small = a;  

}  

} 

In the above example, ‘if’ block and ‘else’ block will be chosen based on the variables 

‘a’ and ‘b’. If one block is chosen then all other blocks are omitted. The small 

applications won’t give any impact on its size estimation. But in the large-scale 

systems, the choices are playing great role in size of the software. The choices and 

dependent function points were not considered in FPA method. Similarly, case () 

structure also is an example for DFP.  

Composite Function Points (CFP)  

A variable will get the characteristics of different functional units in the same function 

is known as CFP. For example,  

void main()  

{  

int a,b;  

printf(“Enter a 

and b values”);  

scanf(“%d%d”

,&a,&b);  

a=a+b;  

b=a-b;  

a=a-b;  

}  

In the above example, variable ‘a’ and ‘b’ are accepting the characteristics of 

External Inputs and Intermediate Results. Similarly, External Inquiries becomes 

Internal or External Inputs within the same function. The composite behaviors of 

functional units are not discussed in FPA method. 

5. Conclusion 

Parallel computing application system is an amalgamation of a huge structured, semi 

structured, unstructured and multi structured database with multi-dimensional secured 

analytical application software. That is why; Parallel computingsystem is a 

multipurpose one, so any single method or the existing metrics and measures won’t 

give the actual software size. But the function point-based estimation technique is 

independent of the language, tools, or methodologies used for implementation; i.e., 

they do not obtain into consideration programming languages, database management 

systems, processing hardware, any otherdatabase technology or any platform. So, some 

updating with the existing metrics and measures of the function point will give  
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