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Abstract. In recent year, the number of users in social media has been increased 
multiple times when compared to the past. So most of them are aware about the 
current affairs in day today life. It is the medium for the user to express the opinion 
without facing any difficulty. At the same there will be a lot of bullying occurs in 
social media. The bullying like abuse word, aggressive text or posting some 
unwanted message. So the women feel unsecured in the society. Although a lot of 
techniques and methodology has been raised, but still the problem remain same. 
The major problem is the abuse word can be eliminated by the mean of report to 
the particular social media. In this methodology the unwanted message can be 
truncated in between the sender and receiver itself .So there other person cannot be 
affected in the cyberbullying .Also the unstructured data can be increased in the 
social media. So it leads to complex for analyzing the text. With the help of 
sentiment analysis, we can easily filter the unwanted text. Based on the criteria, the 
paper has been proposed with the problem statement as a main goal and developed 
a system in machine learning. 
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1. Introduction 

Nowadays most of people use the social media in both positive way as well as negative 

ways .So most of them are aware about the current situation about the country, 

education or technology basis .The social media is an ideal platform for the youngster, 

because if there is any tweets about the organization, employment as well as the 

opportunity for exposing the ideas and also we can update the current technology and 

social activities. The users in social media can be increased by day -today life. 

However through the social media, user can freely express the view about the current 

situation. Similarly the most of the celebrity can actively interact the fans through the 

social media. In current trends most of them are actively participated in social media., 

Likewise the politician, business man, common people and other higher authority can 

also available in media. The social media platform consists of nearly millions of 

people .In the same manner, the negative ways are posting aggressive comment , 

offences in the form of abuse word . Based on threat, the women suffer a lot which 
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leads to psychology problems such as stress, mood swing and suicide can also occur.  

The main aim of this system is to provide the precautionary steps to prevent the women 

in social media platform. However, it also assists to analyses the threats against in 

social networking sites. The goal of this system is to filter the unwanted text which is 

against the women in the form of threats or violence’s. With the help of the machine 

learning technique we can predict the text in social media. 

2.  Related works 

Today social networking sites is the fast growing sites among the teens. So there is 

possibility for vulnerable to get exposed to bullying. In this paper they are discussed 

the supervised learning technique to detect cyberbullying. For feature detection ,they 

consider the two hypotheses to find the abuse comment or offensive comment .Based 

on the comment they faces the negative consequence. The initial experiment shows that 

the features using hypothesis .Furthermore with traditional extraction techniques like 

N-gram,TF-IDF can be used for increasing the accuracy in the system.[1] 

There is an increase in endangered text  occurs among the young people  in online 

[2]. The recent report demonstrate that cyberbullying is one of the major problem in 

social networking sites.In this paper, they focused the bullies, victims and bystanders in 

social media. In automatic cyberbullying ,they performed the series of  binary 

classification for better feasibility. Similarly they use the linear support vector machine 

for manipulating the feature set. 

Vinita Nahar, Sanad Al-Maskari et al[3] has proposed that semi-supervised 

learning with fuzzy SVM algorithm. Since current approach is based detection can be 

static and also they find the difficulty to handle the imbalanced data efficiency and 

noisy. They consider the different evaluation scenarios to indicates the superiority of 

the proposed fuzzy SVM is better than all the existing method.The significant 

phenomenon on harassment by cyberbullying in social media. The existing system 

proposed that the three bottleneck approach [4]. The objective of the first approach is 

only on the social media platform. The second approach focus on address (like hashtag) 

just the topic based analysis can be done. And then the third approach is feature of the 

data which is already predefined. So the author proposed that the deep learning concept 

to overcome the bottle neck approach. . SemiuSalawu , Yulan He et al [5] suggested 

that the systematic review on cyber bullying detection on social networking site. Most 

of the research paper focused on the machine learning and natural language processing 

technique. In supervised learning mainly focus on the SVM and naive bayes 

classification and also in lexicon based uses the presences of word for categorize the 

bullying words. The challenging task is the combination of cross model with the 

various modalities and dependencies between the structural. So they proposed the 

XBully framework [6]. Similarly the algorithm are naive bayes, Support Vector 

Machine , ,JRIP is RIPPER Algorithm ,Projective Adaptive Resonance Theory ,K-

Nearest  Neighbor, Decision Tree, Logistic Regression , Artificial Neural  Network for 

identification   and detection for cyber bullying content. And also the accuracy can be 

increased by F-measure [7].The social media users has been increasing day by day .So 

there is a harmful threat message has been received by user [8]. It mainly cause the 

negative impact on the person’s life and also even society faces the teen suicides. 

However the author proposed the automatic detection of harmful message in social 
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media. It is based on word embedding and also we can expand the list of predefined 

insulting word[16-30]. 

3. Methodology 

The below Fig.1 depicts the detection of cyberbullying text. First we need to load the 

cyberbullying dataset. After that the dataset can be preprocessed .In preprocessing step, 

it involve the tokenization of the text, removal of special character and stemming. Then 

we need to extract the features from preprocessing. Finally ,it involve the machine 

learning algorithm and then we need to integrated with twitter API .At last it remove 

the harmful tweet against women.Generally social media allow the people to share the 

information and provide effective communication among the society .At the same time, 

it as the negative side for the women such as abuse words and also posting some bad 

comment against women.So they suffer a lot and also even lead to the negative impact 

on the personal life. Threats can also occur from normal women to the celebrity women. 

The abuse word and aggressive word is generally referred as a Cyberbullying .In digital 

communication, the message can be send by the individual or group of the people 

perform the cyberbullying activities against the victim. 

 

 
 

Figure 1. Architectural diagram 

4. Data Flow Diagram 

4.1 Level 0 

This diagram represents that extracted text in twitter (input.txt) is given as an input to 

the Twitter classification where the system is already trained to detect cyberbullying 

dataset from the text and gives the result based on training given to the system. 

 

Figure 2. Level 0 DFD Diagram 
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4.2 Level 1  

The Cyber Bullying text is given as an input to the system and text is given into the 

pre-processing step .Then the text is tokenized and then integrated into the twitter API 

which can detect the threats or abuse words in social media. 

 

Figure 3. Level 1 DFD Diagram 

5. Conclusion and future work 

In this paper, we have collected several data set for detecting the cyberbullying text. 

This methodology of collecting opinions of people from social media enables a 

quantitative information across the globe including the rate of their sentimental feelings 

on harassment, providing a strong base for improving and empowering security. This 

way of analyzing sentimental feelings of public and providing guidelines in order to 

lessen insecure problems arising in the society would definitely help in reducing the 

risk of these nauseous activities acting upon society. This proposed system would 

recommend various guidelines for detecting aggressive word and precautionary efforts 

needs to be establish by the government and public awareness to save the woman from 

the various violence in the form of sexual harassments. This model also takes 

advantage to alert the woman from the difficult situations. Further, the system provide 

better efficiency when compared to other systems. And also it provide more safety to 

the women in an effective manner. 
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