
Creating a Governmental Policy Framework for Adoption
of an Electronic Health Record

Mary Etta C. MILLSa and Susan K. NEWBOLDb

aUniversity of Maryland School of Nursing, Baltimore, Maryland, USA
bVanderbilt School of Nursing,Nashville, Tennessee, USA

Abstract.  Promotion and support of electronic health records and electronic information exchange through
governmental policy development requires a framework that considers cost, benefits, barriers, risks and
policies at the statewide level that might accelerate or retard adoption.  Recommendations to underpin
governmental policy involve financial incentives, technology adoption, legal and regulatory considerations
and consumer education.
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1. Introduction

The United States government has a goal of achieving an electronic health record for
most Americans by 2014.  A Nationwide Health Information Network is promoted by
the U. S. Department of Health and Human Services to “improve patient care and
increase administrative efficiency” [1].  It is anticipated that interoperable records will
increase accessibility of information important to efficient and effective care.  At this
time, however, it has been identified that “less than one in five office-based medical
practices has adopted electronic health records (EHRs)” [2].  Furthermore, the majority
of practices not having an EHR (52 percent) had no plans to implement one in the
foreseeable future [2].  Reasons include the cost of implementation [2], resistance to
change [3], and legal and regulatory issues [4].  As part of its agenda in 2005, the State
of Maryland Legislature created a Governor’s Task Force to Study Electronic Health
Records [5] and charged it with development of a report to be provided to the
legislature in January, 2008.  The Task Force worked over a 2 year period beginning in
2006 and included 26 members from the field of health care and health information
technology.  The process of interdisciplinary involvement and deliberation that was
utilized offers a framework for the development and creation of future EHR policy
directives.

2. Objectives

The directive of the enabling legislation that created the Task Force was “to study
electronic health record systems and the current and potential expansion of their
utilization in Maryland, including electronic transfer, e-prescribing, computerized
provider order entry (CPOE), school health records, patient safety, and the cost of
implementing these functions” [6].

3. Materials and Methods

Three workgroups were established to explore specific activities mandated by the
enabling legislation.  Members included legislators, physicians, attorneys, dentists,
pharmacists, nurses, technology experts, and administrators.  The first workgroup

Connecting Health and Humans
K. Saranto et al. (Eds.)

IOS Press, 2009
© 2009 The authors and IOS Press. All rights reserved.

doi:10.3233/978-1-60750-024-7-678

678



focused on “Electronic Patient Information” including electronic health records (EHRs),
and personal health records.  The group explored current practices and potential
expansion of EHRs and health information exchange, with specific attention to the
information available in school health records and the impact on patient safety.  The
second group concentrated on “Computerized Prescribing” and studied E-prescribing
and computerized physician order entry. The third group worked on “Infrastructure
Management and Policy Development” with an emphasis on health information
exchange.  Since many different infrastructure models have been developed to facilitate
the transfer of information, this workgroup explored current and emerging models and
the related governance and financial organizational issues involved in the expansion of
EHR utilization.
The organizing framework for analysis and development of policy recommendations
included cost, benefits, barriers and obstacles to development, risks and the potential
for unwanted consequences, specific policies at the statewide level that might
accelerate or retard organizational development, and how such an organization could be
accelerated or blocked by state policy.

4.  Results

4.1. Cost and Benefits

Health information technology (HIT) has not occurred rapidly due, in part, to the high
costs of EHRs for providers.  Costs were found to include the initial capital investment
for purchase of software and hardware, staff training, temporary decrease in
productivity during system implementation and ongoing maintenance.  The Maryland
Task Force found that “while a great deal of work has been done to
demonstrate the impact of clinical information systems on decision making and the
quality of care, little work has been done to demonstrate the impact of HIT on
economic outcomes” [6].  It has been noted that “HIT has been stymied by a
misalignment of costs and benefits associated with investment in technology,
particularly in small and medium-size practices where 80 percent of medicine is
practiced” [7]. Hospitals and large health care systems should be able to realize at least
a modest return on investment [8].  While providers generally realize that there are
benefits associated with quality and patient safety through the use of technology, the
current payment regime in health care fails to provide “incentives or reward quality
improvements such as reduced medical errors and increased patient safety” [8].
Nevertheless, there were key benefits identified such as the availability of health
information across a continuum of care for to support decision making that can
promote the quality, safety and efficiency of care and health care delivery processes.
Examples include the reduction of medical errors, and enabling the sharing and
merging of data from multiple sources.

4.2 Barriers, Obstacles and Risks

Several key barriers were identified including the financial investment required,
uncertainty regarding liability and product immaturity.  In addition to cost, legal,
technology, and consumer trust barriers were identified.  Regulatory requirements,
accreditation standards and legal rulings underlie concerns on the part of providers that
privacy restrictions such as those mandated by the Health Insurance Portability and
Accountability Act (HIPAA) of 1996 protecting health information [9] and the Family
Educational Rights and Privacy Act (FERPA) protecting school health records [10]
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may be violated or that health information technology adoption would add burden and
cost to the system.  Concerns were expressed for the possibility of legal exposures
associated with the disclosure of information or violation of legal standards.  For
example, there are new issues surrounding the adoption of e-prescribing such as alert
systems that may be too easily triggered resulting in providers over-riding them.  If the
decision support procedures are not followed, a provider could be open to malpractice
litigation if an error occurs [6].
The lack of interoperability was identified as a key barrier to technology adoption.  Due
to the many vendor specific systems and standards, infrastructure frequently lacks the
ability to exchange information across different software applications [11]. Much of the
software is not robust and requires major modification to support the coordination of
care over time.  Providers expressed concerns for disruption of workflow and
consumers voiced concern regarding the possibility of misuse or inappropriate sharing
of medical information.
The Task Force identified EHRs as a tool that may “expand or complicate the
workflow for the provider, which in turn could lead to errors and an increased risk of
liability” [6]. Likewise, clinical decision support systems were recognized as a means
of making “adherence to the standard of care more likely, or make non-adherence more
visible” [6].

4.3 Policies and Organizational Impact

The importance of ensuring health data security is critical as EHR policy is considered.
While U.S. federal regulations under HIPAA [9] provide specific requirements related
to the use and disclosure of health information, the Task Force noted that “exceptions
to the law have led to confusion regarding which regulations (federal or state) apply”
[6] since HIPAA may supersede state laws.  At times, this has led to confusion
regarding which regulations should be followed and has generated concerns about
violating privacy and security laws resulting in some providers resisting sharing
information.  There are a myriad of existing federal and state laws addressing collection,
monitoring, maintenance and transmission of information creating a complicated
environment that poses legal and technologic challenges.  In response, the National
Governors Association Center for Best Practices created the State Alliance for e-Health
in October, 2006.  The goal of the initiative is to identify ways to resolve state-level
health information technology “issues that affect multiple states and pose challenges to
interoperable electronic health information exchange” [12].

5.  Discussion

The creation of a framework for governmental policy development specific to EHR and
information exchange can provide direction for formation of legislation that promotes
technology adoption while safeguarding health information privacy and security.
Rather than focusing only on the considerable attributes that EHRs and electronic data
exchange can offer future health care delivery, the Task Force concerned itself with an
in-depth examination of the potential barriers that must be addressed.  This was
necessary to successfully formulate constructive policy recommendations to promote
the adoption of interoperable e-health information systems.  “The United Kingdom,
Australia, New Zealand, Denmark and Canada have produced standards agreed upon
and mandated by national or private entities;  funding via national sources or a mix of
private and public funds; and interoperable systems” [13].  As in the U.S., EHR
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funding in Great Britain and elsewhere is a challenge and “distributed strategy models”
present difficulties in countries such as Germany where hospitals compete for patients.
In Europe, EHR implementation between countries is being addressed by Integrating
the Healthcare Enterprise (IHE)-Europe [14] using a “foundational set of standards-
based integration profiles for information exchange”- potentially instructive for the U.S.

6.  Conclusions

Key elements resulted from deliberations of each of the three workgroups of the
Maryland Task Force to Study Electronic Health Records based on review of the
literature, examination of current State and National policies as appropriate to EHR,
interview of interdisciplinary experts in the field and exploration of successes and
failures of systems implementation.  The groups consolidated their findings into
recommendations specific to financial, technological, legal and regulatory, consumer
education and school health records [6].
The Task Force concluded that the relationship of HIT costs and benefits must be
balanced through a system of payments and subsidies and that HIT adoption should be
included in private payer Pay-for-Performance programs.  Furthermore it was
recognized that incentives should be identified for e-prescribing and funding sources
located for EHR adoption.  In order to encourage implementation of EHRs, statewide
privacy and security policies for health information exchange need to be developed and
implemented State-wide while market forces are allowed to drive consumer adoption of
personal health records. Legal regulatory statutes need to be reviewed and revised to
resolve conflicts in order to enable health information exchange.  Finally, to promote
the inclusion of school health records in health information exchange, it will be
important to resolve differences between State privacy and security laws, and between
State and federal laws such as HIPAA, and FERPA.  Consumer education through
outreach programs will be critical to capturing their support of all e-health initiatives.

References
[1] Leavitt M.  US Department of Health and Human Services HIT initiative, major accomplishments. 2007.
Available from: http://www.hhs.gov/healthit/news/Accomplishments2006.pdf.  (last

        accessed Jan. 29, 2009).
[2]   Simon ML, Kaushal R.  Electronic health records: which practices have them, and how are

        clinicians using them?. J Eval Clin Pract. 2008; 14 (1):  43-47.
[3]   Pare G, Sicotte C, Jacques H.  The effects of creating psychological ownership on physicians’

        acceptance of clinical information systems. JAMA. 2006; 13: 197-205.
[4]   Robert Wood Johnson Foundation. Information technology in the United States: The information

        base for progress. Princeton, NJ; 2006.
[5]   Maryland General Assembly. Task Force to Study Electronic Health Records. Senate  Bill 251.

        2005.
[6]   Maryland Health Care Commission.  Task Force to Study Electronic Health Records. Baltimore,

        Maryland. 2007. 22, 43, 73.
[7]   Medstar eHealth Initiative.  At a tipping point: transforming medicine with health information

        technology: A guide for consumers.  Washington, DC. 3/2005.
[8]  Rosenfeld S, Zeitler E, Mendelson E. Financial incentives: Innovative payment for health

        information technology; 2004. The Foundation for eHealth Initiative. Health Strategies
        Consultancy.  Washington, DC.

[9]  United States 104th Congress. Health Insurance Portability and Accountability Act of 1996. Public
        Law 104-191. Washington, DC.  8/21/1996.

[10] Family Educational Rights and Privacy Act. U.S. Department of Education, Family Educational
        Rights and Privacy Act. Washington, DC; 2007.

http://www.ed.gov/policy/gen/guid/fpco/ferpa/index.html (last accessed Jan. 29,  2009).
[11]  Sujansky W,  Chang S.  The California clinical data project: a case study in adoption of clinical

        data standards for quality improvement. HIMSS. 2006; 2(3): 71-78.

M.E.C. Mills and S.K. Newbold / Creating a Governmental Policy Framework 681

http://www.hhs.gov/healthit/news/Accomplishments2006.pdf.
http://www.ed.gov/policy/gen/guid/fpco/ferpa/index.html


[12]  United States National Governor’s Association. State Alliance for e-Health. Washington,
              DC; 2007.
[13] Electronic Health Records: A Global Perspective. Healthcare Information and Management Systems
Society (HIMSS); 2008. http://www.himss.org/content/files/200808_EHRGlobalPerspective_whitepaper.pdf
(last accessed Jan. 29, 2009).
[14]  Integrating the Healthcare Enterprise (IHE)-Europe: Changing the Way Healthcare Connects.
http://www.ihe-europe.net/ (last accessed Jan. 29, 2009).

Email address for correspondence mills@son.umaryland.edu

M.E.C. Mills and S.K. Newbold / Creating a Governmental Policy Framework682

http://www.himss.org/content/files/200808_EHRGlobalPerspective_whitepaper.pdf
http://www.ihe-europe.net/
mailto:mills@son.umaryland.edu

